
STEPHANIE O. SPARKS TO SPEAK AT
CEIC 2015
Date 05/18/2015 and 05/19/2015

Time

Location Las Vegas, NV

Privacy and Data Security attorney Stephanie Sparks will speak at the
largest conference for security, legal and digital investigations skill-
building, CEIC® 2015.

Stephanie will speak on Managing Communications After a Compromise and Managing Business
Risks in the Cloud.

Whether using software as a service or enterprise file services and sharing, organizations are relying
more and more on the cloud to facilitate collaboration, support mobile users, and enhance business
agility. That said, most GCs and CISOs would agree that the cloud raises the profile of business risks
including concern over potential security breaches, control over sensitive data, and the ability to
perform an e-discovery collection. In this panel, cloud business owners and security attorney will
discuss problems, solutions and best practices in working with cloud providers.

The CEIC® 2015 conference will be May 18 through 21 at Caesar’s Palace in Las Vegas. Click on
links below for further details of Stephanie's programs.

May 18 is the CISO / CLO Summit panel, "Managing Communications After a Compromise."

For more information and to register, click here.

May 19 is the CEIC panel, "Managing Business Risks in the Cloud."

For more information and to register, click here.

—————————————————-

Stephanie O. Sparks is a shareholder of, and chairs the firm’s Privacy & Data Security and
Intellectual Property teams. She counsels companies on privacy laws and helps them create and
implement administrative, technical and physical safeguards for data security.

http://connect.guidancesoftware.com/LP=609?elq=00000000000000000000000000000000&elqCampaignId
https://www.guidancesoftware.com/ceic/Pages/ceic-agenda-table.aspx


Stephanie also conducts onsite data security and compliance assessments; provides privacy and data
security awareness training; prepares record management policies, record retention/destruction
schedules, and data breach incident response plans; negotiates business associate agreements
mandated by HIPAA, and other agreements involving privacy and data protection, hosting, migration
and transfer.

Stephanie manages an online service provider’s responses to government requests for information,
including search warrants, pen register trap & trace orders, and Title III electronic surveillance orders.
She helps firm clients prepare for, and she manages all aspects of, the inevitable data breach,
whether resulting from the ubiquitous stolen laptop, phishing scams, the hacking of servers, or
otherwise.
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